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Statistics

● 4000 Password attacks per second (Year 2023) , 
579(Year 2022)

● 72 minutes Median time for an attacker to access your 
private data if you open a phishing email 

● 3.5 million Global shortage of skilled cybersecurity 
professionals

  Source : Microsoft Digital Defence Report 2023



What is MS Sentinel ?

Microsoft Sentinel is a cloud-native security information and event management 
(SIEM) platform that uses built-in AI to help analyze large volumes of data across 
an enterprise—fast. Microsoft Sentinel aggregates data from all sources, including 
users, applications, servers, and devices running on premises or in any cloud, 
letting you reason over millions of records in a few seconds. It includes built-in 
connectors for easy onboarding of popular security solutions. Collect data from 
any source with support for open standard formats like Common Event Format 
(CEF) and Syslog.



Applied Skills 
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What’s Next ?
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Phishing QR ,It’s 
my LinkedIn Don’t 
Trust Always 
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