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● A software reverse engineering (SRE) framework.

● Origin: Created and maintained by the National Security Agency (NSA) Research 
Directorate. Publicly released at RSA Conference 2019. Source code released on GitHub 
and Ghidra website

● This toolset offers a powerful suite for reverse engineering, featuring open-source 
accessibility with a built-in decompiler. It supports diverse platforms like Windows, 
macOS, and Linux, accommodating various processor architectures and executable 
formats. Designed for scalability, it efficiently handles large firmware images while 
enabling collaborative analysis. Version tracking ensures consistency across different 
binary versions, and its extensibility allows users to develop custom scripts or 
components using Java or Python. With advanced analysis features, including a 
high-end decompiler, it provides comprehensive software investigation capabilities.



Architecture



Prerequisites

● Node js 
● JDK 20 +
● MCP client 
● Python 3 +
● Ghidra 
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https://github.com/LaurieWired/GhidraMCP/
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